DATA PROTECTION & DATA PROTECTION NOTICE

Data Protection

As a rule, you do not need to provide us with personal information to use our website. If personal
data (e.g. name, address or email addresses) are gathered on our website, this is always done on a
voluntary basis as far as possible. These data will not be passed on to third parties without your
express consent.

We must point out that the transfer of data via the Internet (e.g. when communicating by email) can
have security implications. It is not possible to protect data entirely from access by third parties.

We hereby expressly object to the use of contact data, published within the scope of the colophon
obligation, by third parties to send advertisement and information materials if this has not been
expressly asked. The operators of the website hereby expressly reserve the right to start legal
proceedings in the case of unsolicited provision of advertising information, e.g. via spam emails.

Data Protection Notice:

Address and business name of the responsible entity:

Spielbank Wiesbaden GmbH & Co. KG
Kurhausplatz 1

D-65189 Wiesbaden

Germany

Tel.: +49 (0)611-536-100

Fax: +49 (0)611-536-199

Internet: www.spielbank-wiesbaden.de

Email: sekretariat@spielbank-wiesbaden.de

Purpose of Data Collection, Processing or Use:

The identification of the guests and the blocking data synchronisation according to the provisions of
the Hessian Casino Act, the rules of the Hessian Gambling Act, and the State Treaty on Gambling and
the Money Laundering Act. The collection, processing and use of personal information for our own
purposes (e.g. personnel management, financial accounting, other business operations).



Groups of People involved

Insofar as they are natural persons, personal data on the following categories of people is collected,
processed and used to the extent necessary to fulfil the purposes stated under point 4:

e Customers/casino visitors/beneficiaries

e Prospective customers/non-customers

e Employees, pensioners, former employees, applicants,
e Lessors

e Suppliers/service providers

e Public bodies

e Points of contact for the aforementioned groups

Data or Data Categories:

e Planning, contract master and payroll data.

e Data for personnel administration and management, communication, and for the processing
and monitoring of transactions.

e Customer data required by the provisions of the Hessian Gaming Act.

Recipients of the Data or Categories of Recipients:

e Public bodies that receive the data on account of legal rules and regulations.

e Internal departments involved in the performance of business processes (personnel
administration, bookkeeping, accounting, claims processing, purchasing, marketing, sales,
telecommunications and IT).

e External contractors (service providers) according to § 11 of the BDSG (Federal Data
Protection Act).

e Other external agencies such as credit institutions (salary payments, insurance benefits),
agencies in the context of mediation services, companies belonging to associations or groups
insofar as the person involved has given his or her written consent or a transfer is permitted
because a predominant legitimate interest exists.

Statutory Deadlines for the Deletion of Data:

The legislature has enacted various storage obligations and periods. After these periods have
expired, the relevant data is routinely deleted when they are no longer required for the performance
of the contract (e.g. insurance, rental and service contracts). Insofar as the data is not affected by
this, they will be deleted if the purposes specified in 4 no longer apply.



Planned Data Transmission to Third Countries (Outside the EU/EEA):

Any transfer to third countries is not planned.

Contact Details of the Privacy Officer:

M. Gérmann, MBE (Master of Business Engineering)

Tel.: +49 (0)171-385 2360

Internet: www.datenschutz-rheinmain.de

Email: datenschutz@spielbank-wiesbaden.de

Data Protection Notice for the Use of Facebook Plugins (Like Button)

Plugins from the social network Facebook (Facebook Inc., 1601 Willow Road, Menlo Park, California,
94025, USA) are integrated on our pages. You can recognise the Facebook plugin by the Facebook
logo or the "like button" ("Like") on our page. You will find an overview of Facebook plugins here:
developers.facebook.com/docs/plugins .

When you visit our sites, the plugin will create a direct connection between your browser and the
server of Facebook. Facebook will therefore receive the information that you visited our site with
your IP address. If you click on Facebook’s "Like" button while you are logged into your Facebook
account, you can link the content of our pages to your Facebook profile. This means that Facebook
can link your visit to our site to your user account. We hereby point out that we, as providers of the
websites, have no knowledge of the content of the transmitted data nor of the use made of them by
Facebook. For more information, please see Facebook's privacy data protection notice at de-
de.facebook.com/policy.php. http://de-de.facebook.com/policy.php

If you do not wish Facebook to link your visit to our website to your Facebook account, please log out
from your Facebook account.

Data Protection Notice Relating to the Use of Google Analytics

This website uses Google Analytics, a web analytics service provided by Google, Inc. (‘Google').
Google Analytics uses so-called 'cookies', which are text files placed on your computer to help the
website analyse how you use the website. The information generated by the cookie about your use
of this website (including your IP address) will, as a rule, be transmitted to and stored by Google on a
server in the USA. In the case of activation of the IP anonimisation on this website, your IP address
will be truncated within Member States of the European Union or other parties to the Agreement on
the European Economic Area.



Only in exceptional cases will the complete IP address be transmitted to a Google server in the USA
and shortened there. On behalf of the operator of this website, Google will use this information for
the purpose of evaluating your use of the website, compiling reports on website activity for website
operators and providing other services relating to website activity and Internet usage vis-a-vis the
website operator. The IP address forwarded by your browser within the framework of Google
Analytics will not be associated with any other data held by Google.

You may refuse the storage of cookies by selecting the appropriate settings on your browser,
however please note that if you do this you may not be able to use the full functionality of this
website. You can also prevent the logging of the data generated by the cookie regarding your use of
the website (including your IP address) by Google as well as the processing of these data by Google
by downloading and installing the browser plugin available via the following link:
tools.google.com/dlpage/gaoptout. http://tools.google.com/dlpage/gaoptout?hl=de

Data Protection Notice Relating to the Use of Google Adsense

This website uses Google Adsense, a web advertising service provided by Google Inc. ("Google").
Google Adsense uses so-called 'cookies', which are text files placed on your computer to help the
website analyse how you use the website. Google Adsense also uses so-called "Web Beacons" (small
invisible images) to collect information. Web Beacons allow the analysis of traffic on these web

pages.

The information generated by the cookies and Web Beacons about your use of this website

(including your IP address) and the delivery of advertising formats will be transmitted to and stored
by Google on a server in the USA. These data can be transferred by Google to contractual parties of
Google. Google will, however, not associate your IP address with any other data held by Google Inc.

You may refuse the use of cookies by selecting the appropriate settings on your browser, however
please note that if you do this you may not be able to use the full functionality of this website. By
using this website, you consent to the processing of data about you by Google in the manner and for
the purposes set out above.

Data Protection Notice Relating to the Use of Google +1

Collection and dissemination of information:

With the help of the Google +1 button you can publish information worldwide. By using the Google
+1 button, you and other users can receive personalised content from Google and our partners.
Google stores both the information you provide for +1 content as well as information on the page
you were viewing when you clicked on +1. Your +1s can be shown with your profile name and your
photo in Google services such as search results or your Google profile or in other places on websites
and in internet advertisements.



Google collects and records information on your +1 activities in order to improve its service for you
and others. To use the Google +1 button, you need a public Google profile which can be seen
worldwide and must contain at least the name you have chosen for your profile. This name is used in
all Google services. In some cases, this name can replace another name which you have used when
sharing content via your Google account. The identity of your Google profile can be displayed to
users who know your email address or are in possession of other identifying information about you.

Use of the collected information:

As well as for the purposes explained above, the information provided by you will be used in
accordance with Google's data protection policy. Google may publish summarised statistics on users'
+1 activities or forward them to users and partners such as publishers, advertisers or partner
websites.

Data Protection Notice Relating to the Use of Twitter

Our pages incorporate functions from the Twitter service, provided by Twitter Inc., 1355 Market St,
Suite 900, San Francisco, CA 94103, USA. When you use Twitter and the retweet function, the
websites you visit will be linked to your Twitter account, meaning that this information will be
available to other users. This process also entails data transfer to Twitter.

We hereby point out that we, as the provider of the web pages, are not made aware of the content
of the data transferred or of its use by Twitter. You can find further information on this matter in
Twitter’s data protection and privacy information here: http://twitter.com/privacy

You can change your data protection settings in Twitter in your account settings here:
http://twitter.com/account/settings .




